**Abstract**

In many organizations, security awareness is generally mandatory training for every individual in the organization. Security or training personnel typically assign training annually and to ensure that every individual completes the required training.

Although many engaging and effective security awareness programs exist, it is still a challenge to persuade an individual to engage with their security awareness course, retain the knowledge and implement these secure behaviors that assist the organization to avoid security threats. Gamified security awareness and training takes these challenges and allows employees to play through various cybersecurity scenarios, make choices and see the successes or consequences of their decisions. This not only makes security awareness entertaining and engaging, but it prepares employees for a real security threat in the future. Gamification gives individuals an additional reason to complete tasks that they otherwise feel difficult, uninteresting, or unimportant to the individual. For one, games are pleasurable. Turning a mandatory task into an enjoyable game transforms completing a task into an enjoyable or easy activity.
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